I’'m connected via WiFi (Ad hoc mode) but can’t access my shared files.

If you are unable to access shared folders on one of the computers in your network,

please verify the following points:

1. Ensure that all computers in the network are connected to the same Ad hoc
network. To do so, verify the network name (or SSID) as well as the network

type of all computers.

If you are using WiFi Station, you will find the network name indicated in the first tab
(“Scanning & Status”).
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If you are using the Windows utility, you will find the network name indicated in bold

as in the following image:
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Verify that you have properly followed the instructions in the manual
regarding sharing resources, corresponding to your operating system (chapter
6, “Welcome to the Wireless Attitude”).

Verify the workgroup name for each computer in the network: the name must
be identical for all computers. To find out how to verify the workgroup name,
please refer to the FAQ “How can | find and change the name of my computer
and the name of my workgroup?” corresponding to your operating system.

Verify the IP addresses assigned to your computers and carry out a Ping test.
To verify the IP addresses, please refer to the FAQ “How can | find out my
computer’s IP address?” and for the Ping test, please refer to the FAQ “How
can | carry out a ‘Ping’ test?”.

On a system running Windows XP, you should also disable the Windows
Firewall. To do so, click “Start/Settings/Control Panel”. Double-click the
“Security Center” icon and select to turn off the Windows Firewall. If you are
using other firewalls, please refer to their documentation for details on how to
turn them off as well.
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= Windows Firewall

General |E:-<ceptiu:uns Advanced

ingz are controlled by Group Palicy

windows Firewall helps protect your computer by preventing unauthorized users
from gaining access to your computer through the Internet aor a network,

@ (") On (recommended])

Thig zetting blocks all outzide rources from connacting ko this
computer, with the exception of thoze selected on the Exceplions tab.

Select thiz when you connect to public networks in less secure
locations, such az airparts. ¥ou will nat be notified when Windows
Firewall blocks programs. Selectionz on the Exceptionz tab will be
ignored.

@ (*) Off [not recommended])

Avoid using thiz zetting. Turning off Windows Firewall may make thiz
computer mare wulherable to viruses and intruders.

Wwindowsz Firewall iz uging pour domain settings.

‘what elze should | know about \Windows Firewall?
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